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Arista Support 
 
Arista Support is committed to providing unparalleled support and expertise to ensure that our 
customers achieve peak network performance and reliability. Our team of highly skilled 
engineers provides swift response times and proactive solutions. These qualities distinguish us 
as the industry leader in customer support, as reflected in our impressive Net Promoter Score of 
+87. When you partner with Arista TAC, you are not just receiving a service - you are partnering 
with a team dedicated to your success 
 

Arista A-Care Services at a Glance 

 
*Arista A-Care Services DataSheet  
 
For VeloCloud Customers:  
Advanced Support will be honored for purchases made prior to June 30, 2025. After this date, 
Arista will no longer offer Advanced Support for purchase. All new sales and future renewals will 
fall under standard Arista A-Care entitlements and access policies. 

https://www.arista.com/assets/data/pdf/A-CareServicesOverview.pdf


Contacting Arista Support  
 

Urgent Assistance (Network Outages & Critical Situations): 

●​ Arista Support (Data Center, Campus & Wi-Fi, Security): 
○​ +1-408-547-5502 and +1-866-476-0000 (Toll-free within the USA) 
○​ For a comprehensive list of country-specific telephone numbers, please visit: 

Customer Support. 
●​ VeloCloud Support 

○​ VeloCloud Customer Support: (866) 373-5989 
○​ VeloCloud Continental US (CONUS) / US Federal Support: (866) 373-5990 

Non-Urgent Support Issues: 
 

●​ Arista Support Portal:  
○​ Access the Arista Support Portal for enhanced visibility and functionality:Support 

Portal 
●​ Email: 

○​ Arista Product Support (Data Center): support@arista.com 
○​ Cognitive Wi-Fi Product Support: support-wifi@arista.com 
○​ Awake Security Product Support: support-security@arista.com 
○​ VeloCloud Product Support: support-velocloud@arista.com 

Additional Onboarding Information can be found on this video: Arista Support-Customer 
Onboarding Series Part 1 (Support Contacts & User Registration). 

Opening a Case with Arista Support 
 
When you contact Arista’s global support, a case is opened, and you will be assigned a case 
number in the format “SR <6 digit number>”. To ensure a swift response, always reference this 
number when communicating with Arista Support. 
 
To help us resolve your issue quickly, please provide the following details when opening a case: 

●​ A detailed description of the problem you are experiencing. 
●​ The output of ‘show tech-support’ (ideally compressed), which includes the product serial 

number, software level, and diagnostic information. 
●​ Any additional helpful information, such as network diagrams. 
●​ Your name and contact information. 

 
VeloCloud Product Support 
 
When opening a case for VeloCloud products, please refer to the specific product-based 
guidance provided in the following links: 

https://www.arista.com/en/support/customer-support
https://www.arista.com/en/community/support-portal
https://www.arista.com/en/community/support-portal
mailto:support@arista.com
mailto:support-wifi@arista.com
mailto:support-security@arista.com
mailto:support-velocloud@arista.com
https://www.youtube.com/watch?v=OjIQNmN-PPA&list=PL3NLCp8DnVfvqxGb-g0APEFPuVkgKWtuU&index=2&t=4s
https://www.youtube.com/watch?v=OjIQNmN-PPA&list=PL3NLCp8DnVfvqxGb-g0APEFPuVkgKWtuU&index=2&t=4s


 
VeloCloud SD-WAN – Support 
VeloCloud SASE, Secured by Symantec - Support 
VeloCloud SD-Access - Support 
 

Priority Levels 
Arista adheres to industry standards for case priority during initial engagement, which dictates 
how both Arista and the customer should allocate resources and maintain visibility within their 
organizations. 
 
Arista Support guarantees a resolution timeline for all customer issues and questions, 
regardless of priority. The Master Services Agreement (MSA) outlines the initial response times 
for each priority level. 
 
By default, all cases are opened with a P3 priority unless otherwise specified. To adjust a case's 
priority, customers can state the desired priority in the email subject line or body, contact a TAC 
engineer via phone, or utilize the Support Portal. 

 

Return Merchandise Authorization (RMA) 

To request an RMA, open a case with Arista Support. After TAC identifies a hardware fault, an 
RMA ticket will be created. 

Key points regarding RMAs: 

●​ A-Care Service Contract: Determines delivery speed (NBD or 4 Hour). For a full list of 
A-Care offerings. 

●​ Coverage: Tied to the switch serial number. Parts, optics, etc., fall under the switch's 

https://arista.my.site.com/AristaCommunity/s/article/VeloCloud-SD-WAN-Support
https://arista.my.site.com/AristaCommunity/s/article/VeloCloud-SASE-Secured-by-Symantec-Support
https://arista.my.site.com/AristaCommunity/s/article/VeloCloud-SD-Access-Support
https://www.arista.com/en/support/customer-support/a-care-services


contract. 
●​ Shipment Cutoff: 3:30 PM in the region for NBD shipment (US PST, EMEA CET).The 

following information will help expedite the RMA process: 
●​ Important information: ​  

○​ Show version (output includes product serial number, which determines SLA) 
○​ Any additional logs as may be requested during the service request engagement 

●​ Shipping Details: 

PART DETAILS 
Switch S/N 
Faulty part S/N  
Faulty part P/N  
Model 
 
DELIVERY DETAILS 
Company Name 
Contact Name 
Contact Number  
Contact Email 
Shipping Address 
City 
State 
Country 
Zip Code 
(For India) GSTID 
Special Delivery Instructions (if any) 
Delivery Ticket ID (if any) 
(For Brazil) CNPJ: 

 
Arista Support provides an RMA number and tracking information for your shipment, accessible 
via the Support Portal > RMA Details tab. 
 
Once the replacement hardware is delivered, please return the faulty unit to Arista promptly. If a 
failure analysis report is needed, inform the Arista TAC to ensure the timely distribution of the 
report by TAC/Account teams. 

Manager Call Back  
Arista is dedicated to providing exceptional support. Should you feel your issue is not being 
addressed effectively, you may request to speak with a Manager. To do so, reply to your case 
email thread or call us, providing your Case ID. 
 
For general feedback, you can email tac-feedback@arista.com. In urgent situations requiring 
further escalation, please contact your Arista account team. 
 
Escalation Contact for VeloCloud Customers 



VeloCloud customers needing to reach a support manager or provide feedback can contact us 
directly at tac-velo-feedback@arista.com. This alias is monitored and intended for escalations or 
management-level concerns. 
 

Third-Party Consultants 

Third-party consultants (third party managed services providers) provide support services on 
behalf of Arista customers but are not Arista MSPs. When possible, the end customer should 
provide these consultants with an email address that matches the customer’s domain. This 
facilitates registration and grants the consultant the necessary access to support the customer. 
Consultants can register for an Arista user account via this link: Arista User Registration 

Please refer to the ) for Customer Guide to Consultant Registration Process (EXTERNAL)
detailed instructions. 

User Registration 
 
An Arista user account is required to access the full range of Arista community features, support 
resources, and the knowledge base. 
 
To register, please visit Arista.com/en/login and click on “Need a User Account” 

 

 
 

On the “User Account” form, enter the required information, with special attention to the 
following fields:  

●​ Email: Please use an email address that matches your organization’s domain. Personal 
or generic domains (e.g., gmail.com, yahoo.com) are not accepted. 

●​ Company: If your organization includes multiple subsidiaries, you may enter the general 
company name or the name of the primary subsidiary. 

https://docs.google.com/document/d/1tKA07WThk09Q8xqke8Id5FQ0xX46dg60Txi3857QCi4/edit?tab=t.0#heading=h.eou4hib0aa1w
https://www.arista.com/en/user-registration
https://www.arista.com/en/user-registration


●​ Country: Enter the billing country associated with your company. If you operate across 
multiple countries or do not have a subsidiary in your own country, use the billing country 
of your organization’s headquarters. 

●​ Serial Number: Required only for organizations in the “Education - Higher” or 
“Education - K12” sectors. While optional for other industries, including a serial number 
can help expedite and ensure the success of your registration. 

 
 
On the next screen, select your User Role: Customer, Partner, or Guest. 
 

 
 
After submitting the User Account form, you will receive an activation link via email. Click the link 
to activate your account. 
 



 
 

Two-factor authentication (2FA)  
 
To protect your account and personal information, Arista requires email-based two-factor 
authentication (2FA) for all users with portal access. 
 
This mandatory security measure adds an extra layer of protection by requiring identity 
verification beyond your password. When logging in, you’ll be prompted to enter a unique 
verification code sent to your corporate email address. This helps ensure that only authorized 
users can access Arista.com and customer-restricted resources. 
 
If you experience any issues with authentication, such as not receiving the verification email, 
please contact registration@arista.com for assistance. 
 

Yearly User Account Revalidation 
 
If you are a registered user but your email address is not linked to a full account, two-factor 
authentication (2FA) is not required. Instead, you must revalidate your user account annually to 
confirm that your email address remains valid. 
 
An email from no-reply@arista.com will be sent 15 days before your revalidation deadline, 
containing a link to revalidate and keep your account active. If revalidation is still pending on the 
due date, a follow-up reminder will be sent. 

Educational Institutions 
 
Students and educational institution staff often share the same email domain. This creates a 
potential security risk, as users could register under a customer account simply by providing an 
email address, country, and company name. 
 
To prevent unauthorized access, Arista has introduced additional verification steps for accounts 
classified under the “Education – Higher” and “Education – K12” industry categories. Users from 

mailto:registration@arista.com


these institutions are now required to provide a valid serial number associated with the account 
during registration. 
 
If the serial number is successfully verified, the registration will be approved. Otherwise, the 
user will remain classified as a guest and will not have access to restricted support resources. 
 

 
A user will not be linked to a customer account until a valid serial number is provided. If the 
entered serial number does not match the records associated with the customer account, the 
user will remain classified as a Guest User, and access to restricted resources will be blocked. 
 
Registrations will also be rejected if the Industry selected on the registration form does not 
match Arista’s records for “Education – Higher” or “Education – K12.” 
 
To update their information, users can visit the My Profile page. There, they can change their 
User Role to “Customer” and enter a valid serial number to unlock full account access.:​  
 

 
 

https://www.arista.com/en/users/profile


Enabling Portal Access  
 
Arista customers can access restricted content and software downloads by logging into the 
Support Portal. Navigate to www.arista.com and then click on Support > Support Portal to 
log in. 

 

 
 
You can also access the Support Portal from the Arista Community 
(https://arista.my.site.com/AristaCommunity/s/) by clicking on “Support Portal.” 
 

 
 

https://www.arista.com/en/login
https://arista.my.site.com/AristaCommunity/s/


Upon registration, users gain access to resources on Arista.com and the Arista Community 
Central, with permissions tailored to their account type (Customer/Partner) and support status. 
 

Arista Community Central  
 
The Arista Community serves as a central platform for customers to connect, collaborate with 
fellow customers and Arista engineers on the forum, and share their knowledge. It also offers 
access to support data and features an AI-powered search tool for improved content discovery 
and up-to-date recommendations. A quick overview of Community Central is available in our 
Community Guide. 
 
The community is structured into four main sections: Knowledge Base, Forum, Support Portal, 
and Video Library. Additionally, it provides links to key resources such as TOIs, the Arista 
Corporate Website, Webinars, the Tech Library, and Training. Users can also submit 
comments and suggestions for community improvement via the Feedback tab. For a video 
walkthrough of Arista Community Central, click here. 

 
 
You can also scroll down on the homepage to select a topic of interest: 

https://aristanetworks.force.com/AristaCommunity/s/
https://aristanetworks.force.com/AristaCommunity/s/
https://www.arista.com/assets/data/pdf/Public-Community-Guide.pdf
https://www.arista.com/assets/data/pdf/Public-Community-Guide.pdf
https://youtu.be/YSA3l7V7XSc


 
 

Knowledge Base  
 
The Knowledge Base organizes articles by technology, product type, and software features. 
Users can refine their search results using filters and sort by date, views, and language. To 
reset all applied filters, select the "Clear All Filters" button. 
 
 



 
 

Forum 
 
The Forum allows users to connect with one another and is organized by Topics, aligning with 
Arista's key technologies, to help you locate content relevant to your Arista equipment. 
 
Questions and answers can be posted on the General page, which covers all topics, or on a 
specific Topic. Each Topic is further categorized by Product Type for more precise results. 
 
Please note that users must log in to like, answer, comment, or ask questions. Registered 
"guest" users who do not have a corresponding company account in our records will not be able 
to participate in the new Community Forum. To become an Arista customer, please contact 
sales@arista.com. 
 

mailto:sales@arista.com


 
 

Video Library 
 
Explore our video playlists for direct updates from our experts, including the latest 
Webinars/Events, Arista Support, and Onboarding videos. You can also find videos 
uploaded to the Arista Community Central YouTube channel by clicking the link at the 
bottom of the page: https://www.youtube.com/@aristacommunitycentral4685.

https://www.youtube.com/@aristacommunitycentral4685


 
 

 
Support Portal 
 
The Arista Support Portal is an intuitive tool for managing your interactions with Arista Support 
and your network's inventory. It centralizes support-related interactions and network asset 
oversight, allowing you to open new cases, track existing issues, and access equipment 
information. This enhances operational efficiency and ensures timely resolution of network 
challenges. 
 



 
 
 
The Support Portal offers the following features: 

●​ Open a new case. 
●​ View your organization's case history. 
●​ Add notes to an existing case. 
●​ Upload attachments to an existing case. This feature uses HTTPS-based security for 

customers who require secure file transfers. 
●​ Access solutions for common EOS/switch management issues. 
●​ View your organization’s inventory of Arista devices. 

Click here for a quick video walkthrough of the Arista Support Portal. 

User Roles 
 
The Support Portal features two distinct user roles: Standard and Admin. By default, all new 
users are assigned the Standard role. However, users can request Admin rights directly through 
the Support Portal. To do this, log in to Arista.com, navigate to the Support Portal, and then 
select My Account > Request Admin Access. 
 

https://youtu.be/KIyTzzOmd3k


  
 
You will be required to confirm that you are authorized to manage user access for the account:   

                         

       
 
Upon submission, the Admin Request Status will be updated to “Pending” until your account 
manager approves the request. 

 

 



Initial Admin requests may take up to 48 hours for approval. If you do not receive a response 
within this timeframe, please contact registration@arista.com. Subsequent Admin requests will 
be approved by the existing account Admin. 
 
The "Admin Access" page provides admin users with the ability to approve or reject other 
admin user requests and manage overall user access. 
 

 
  
To modify individual user access, click on the “Edit” button, update permissions, and click on 
“Save”. 
 

mailto:registration@arista.com


 
 

Administrators can deactivate or reactivate users by checking or unchecking the 
"Deactivate User" checkbox, respectively. 
 
Admin users can also customize the Case tab columns. Up to 10 columns can be 
displayed simultaneously, and any changes made will affect all users linked to the parent 
and child accounts. To configure these fields, navigate to the Admin tab and click on 
"Configure Case Fields." 
 



 
 
 
From the Configure Case Fields section, choose desired columns and click on Save 
Configured Fields: 
 

 



Global Access  
 
By default, Arista accounts have Global Access enabled, allowing all associated users to view 
cases opened by themselves, other account users, and any linked child accounts. 
 
Customers can request to disable Global Access, or account administrators can adjust 
individual user permissions, such as granting or removing access to cases or the install base. 
 
For questions or to disable Global Access at the account level, please contact your sales 
representative or registration@arista.com. 

Case History  
After logging into the Support Portal, you will arrive at this landing page, which allows you to: 

●​ Case Management: 
○​ Open a new case. 
○​ View all cases associated with your account, with the option to filter by "My 

Cases" or by open/closed status (up to 5,000 cases). 
○​ Access and update case details, including email history, attachments, and 

priority. 
○​ Add comments or upload files to existing cases. 
○​ Export case history. 

●​ Case History Retention: 
○​ Cases are displayed by default for the last 24 months. 
○​ You have the ability to search for cases older than 2 years. 
○​ For a complete case report, please contact support-portal@arista.com. 
○​ Velocloud users will have access to 13 months of case history migrated from the 

previous platform. 

Case Creation Form 
 
Click on the “New Case” button. A new window will appear showing the case creation form. 
 



 
 
 
Complete as much information as possible on the next screen. Mandatory fields include: 
Product Category, Subject Line. If no case Priority is selected, the default is P3. 
 

 
 
VeloCloud Customers 

When opening a case for a VeloCloud product, please include the Minimum Data Set (MDS). 
This information enables our team to begin investigating your issue promptly and effectively. For 
all MSPs, the MDS is a requirement. 

CONUS/US Federal Customers 
 
For customers who purchased Continental US Support pre-acquisition, the Support Portal will 
present an option to confirm if a case requires CONUS/US Federal support before it can be 
created. 



 
●​ Does this case require CONSUS/US Federal support? 

 
 

MSP Customers 

VeloCloud MSP customers, please confirm the following: 

●​ Have you downloaded the complete MDS? 
●​ Have you completed the required L1/L2 troubleshooting? 



 
 
 

RMA 
Review all RMAs, whether requested by you or other users on your account and associated 
child accounts. The default view shows RMAs from the last 24 months. For a complete RMA 
report, please contact support-portal@arista.com. 
 

 
 
Click the RMA number to see the defective part numbers included in the request. 
 

mailto:support-portal@arista.com


 
 

The view displays the defective serial number, the chosen carrier for the replacement unit, and 
its delivery status. For RMAs with multiple defective serial numbers, each will be listed on a 
separate line with its corresponding shipping information. 

 
Click the "Defective Serial No." field to see more details about the defective serial number. A 
new window will appear with information on shipping, tracking, and both the defective and 
replacement units.  

 
 

Install Base 
 



The “Install Base” page provides a comprehensive overview of your company's Arista 
equipment inventory and associated service contracts. Please note that software licenses and 
non-serialized products are not displayed on the Support Portal; for inquiries regarding these 
items, please reach out to your account manager. 
 
Access to the Install Base is automatically granted to users who registered after February 15, 
2024. Users who registered prior to this date can request access from their account's Admin 
User, detailed information for which is available under the "My Account" tab. 
 
This section offers the following details: 

●​ Part Number 
●​ Serial number 
●​ Support Status (Active or Expired) 
●​ Support Entitlement (e.g., Next Business Day, 4 Hour) 
●​ EOL Date 
●​ Service Start and End Dates 
●​ Inventory location (crucial for maintaining accurate depot stocking for RMAs) 
●​ RMA-related information for switches reported as defective and awaiting return or sent 

as RMA replacements 
 

 

My Account 
 
.This section displays your contact information, the status of any Admin Requests, and the 
name of the current Admin user for the account. 
 

 
 

If you need to update your contact information, click on My Profile on the top right hand of the 
screen.  



User Guide 
 
In this section, you’ll find this guide in PDF format for easy reference.  

 
 

Quick Links 
●​ Arista Community Central (https://arista.my.site.com/AristaCommunity/s/): Your 

primary destination for forum discussions, knowledge articles, troubleshooting videos, 
and additional resources. For a comprehensive overview of our offerings, please consult 
the Community Guide. 

●​ Support Portal: Manage case and RMA history, access inventory and support contract 
information, and for Admin Users, perform user management. 

●​ CVP Help Center 
●​ Support Tab 

○​ Support Portal 
○​ Support Information: Overview of support, A-Care Services, and support 

policies. 
○​ Software Downloads: Obtain EOS Software, vEOS, and Product Stencils. 
○​ Advisories & Notices: View Security Advisories, Field Notices, and End of Life 

Notices. 
○​ Product Documentation: Find Software & Hardware guides, including Release 

Notes. 
○​ Product Certifications: Find country-specific certificates for Arista's products 

below by Model. 
○​ Product Lifecycles: Obtain information on currently shipping software and 

hardware products, as well as products that reached End of Life after mid 2021. 
○​ Transfer of Information: Find technical configuration and specific uses guides. 
○​ Tech Library: Access Deployment & Configuration Guides, Feature References, 

and more! 
○​ Training: Explore hands-on and virtual training offerings. 
○​ Software Bug Portal: Access the Bugs Database. 
○​ CVP Upgrade Path: Find CVP Release Notes. 
○​ MLAG ISSU Check: Identify MLAG ISSU upgrade path. 
○​ Tech Library Portal: Search documentation crafted for engineers: 

https://tech-library.arista.com/ 

https://arista.my.site.com/AristaCommunity/s/
https://www.arista.com/assets/data/pdf/Public-Community-Guide.pdf
https://www.arista.io/help/articles/b3ZlcnZpZXcuYmFzaWM
https://www.arista.com/en/support
https://www.arista.com/en/community/support-portal
https://tech-library.arista.com/


●​ Wi-Fi Launchpad: https://login.wifi.arista.com/cas/login 
●​ Software Downloads 

File Sharing Methods 
 
There are multiple ways customers can share files with Arista:  

Support Portal 
 
Our preferred file-sharing method is via the Support Portal. Files are attached to the case 
directly and accessible to you and all other users associated with your account in the portal.  

●​ The individual file size limit is 2GB 
●​ You can add multiple files at the same time 
●​ All file data is encrypted in transit via SSL. Data is not currently encrypted at rest.   

 
Instructions on how to share a file via the portal: 
 
To share a file, click on the case number you would like to upload the files to. 
 

 
Click on “Add File(s)” 
 

 
 

https://login.wifi.arista.com/cas/login
https://www.arista.com/en/support/software-download


You can add a comment to the empty box and click on “Upload Files” or drop a file(s).  
 

 
 
Once the upload is complete, click on “Done”. 
 

 
 
You can validate that the file was uploaded by clicking on the case “Related Details” tab and 
scrolling down to “Attachments.” 
 

 

Email 
 
Another file upload method is email file sharing. Sharing files via email will automatically attach 
the file to the case as long as the Subject Line or body of your email contains the Ref. ID 
originated at the time of case creation (you can reply to any case email that contains this 
number).  
 
For example:  



RE: SR XXXXXX Disconnect issue [ ref:_00DA00H7UG._5005w2DHPwQ:ref ] 
 

●​ Files shared via email have a limit of 25 MB per email.  
●​ All files shared via this method are encrypted in transit and at rest.  

FTP 
 
On occasion, customers are unable to share files via the Support Portal because the file is 
larger than 2GB or because users may not have registered for an Arista user account and 
cannot access the portal. In these cases, the preferred file-sharing method is FTP.  
 

●​ The storage disks of the Arista FTP server are encrypted at rest, and the VSFTPD 
service is used to transfer files. VSFTPD is the short form of the very secure FTP 
daemon. 

●​ The server supports TLS for customers who need to use an encrypted channel. 
Customers wishing to use TLS should use the FTPS client provided. 

 
Instructions on how to upload files to the FTP server: 
 
On Mac/Linux 
 
Note that starting from MacOS High Sierra, the FTP client is unavailable by default. However, it 
can be installed with a tool like homebrew: 'brew install tnftp' 

●​ Change directories to the folder that has the file to be uploaded. 
●​ From your terminal, execute "ftp ftp.arista.com" 
●​ Login: ftp 
●​ Pwd: <your email address> 
●​ Change directory to 'support,' i.e. 'cd support' 
●​ Within the 'support' directory, there should be a directory named with your TAC 

case number, e.g. <INSERT CASE NUMBER HERE> 
●​ Change the  directory to the directory of your case number i.e., 'cd <INSERT 

CASE NUMBER HERE>' 
●​ Upload the file/s using the command 'put <filename>' 

 
On Windows  
 
Using the default cmd prompt (use hash mark printing to see progress) 

●​ Change directories to the folder that has the file to be uploaded. 
●​ From your command prompt, execute "ftp -A ftp.arista.com" 
●​ Change directory to 'support,' i.e. 'cd support' 
●​ Within the  'support' directory, there should be a directory named with your TAC case 

number, e.g. <INSERT CASE NUMBER HERE> 
●​ Change the  directory to the directory of your case number i.e., 'cd <INSERT CASE 

NUMBER HERE>' 



●​ Type 'hash' to turn hash mark printing on for progress indication 
●​ Upload the file using the command 'put <filename>' 

 
Note: Files shared via FTP are not automatically associated with the case, and the TAC team is 
not automatically notified. Please inform the TAC Engineer handling your case after a file has 
been shared via this method so they can access and add the file to the case. This will ensure 
that case resolution is not delayed. 

Egnyte 
 
Egnyte can be used to share logs/files when the files cannot be shared via the Support Portal or 
FTP. It can also be helpful in scenarios where TAC needs to share a file with the customer (eg. a 
software patch, older images for MLAG ISSU, etc.). 
 

●​ Files shared via Egnyte are encrypted in transit and at rest. 
 
In order to share a file via this method, TAC needs to share an Egnyte-generated URL for the 
specific case number, for example: 

 
 
Note: Files shared via Egnyte are not automatically associated with the case, and the TAC team 
is not automatically notified. Please inform the TAC Engineer handling your case after a file has 
been shared via this method so they can access and add the file to the case. This will ensure 
that case resolution is not delayed. 

CCF/DMF Support Bundles Tool 
(instructions also available on https://arista.my.site.com/AristaCommunity/s/article/support-bundle-how-to) 
 
Support bundles are a collection of show, bash commands, and logs for CCF (Converged Cloud 
Fabric) and DMF (Danz Monitoring Fabric), which were previously known as BCF and BMF, 
respectively. 
 

How to Upload a Support Bundle 

If you are running BCF/CCF >=5.3 or BMF/DMF >= 7.3 and the controller is connected to the 
Internet, you can use the Direct Support Bundle Upload described below. 
 
CCF>5.3, DMF>7.3: Use Direct Support Bundle Upload 
 



Once you have collected the support bundle. Utilize the command "Upload support <insert file 
name>". This will directly upload the support bundle to our servers for all engineers to access 
easily. 
  
JS-LaughingNightingale-C1> upload support 
bsn-support--JS-LaughingNightingale-C1--2019-03-01--21-13-17Z--SENUC-B3MBP.tar.gz 
Uploading diagnostic data bundle for technical support. If the upload process was 
interrupted, the upload can be restarted from the last checkpoint. 
5: percent: 100% 
|************************************************************************->| 
Name : 
bsn-support--JS-LaughingNightingale-C1--2019-03-01--21-13-17Z--SENUC-B3MBP.tar.gz 
Ssbid : SENUC-B3MBP 
Status : upload-completed 
Size bytes : 3563700 

Duration ms : 504 

​
Support Bundle Upload uses advanced techniques, such as geo-acceleration, chunked uploads, 
and automatic retries. Thus, it is usually faster than uploading manually, especially from remote 
locations. 
 
Now to actually upload the support bundle manually, you have a few options. 

●​ Upload the download bundle via this URL: https://bsn-support.arista.com (please make 
sure you list the case ID in the SB upload). 

●​ Other methods described previously can also be used: Support Portal, FTP, and Egnyte. 
 
Note: Files shared via https://bsn-support.arista.com are not automatically associated with the 
case, and the TAC team is not automatically notified. Please inform the TAC Engineer handling 
your case after a file has been shared via this method so they can access and add the file to the 
case. This will ensure that case resolution is not delayed. 

 

 

https://bsn-support.arista.com/
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